
According to CompTIA’s recent Trends in 
Information Security study, human error 
accounts for around 52% of security and 
data breaches. 

The reality is that all organisations employ 
information and cyber security specialists. 
However, their role is to continually 
understand and research potential threats 
to an organisation and then implement 
appropriate defences, through a combination 
of policies, processes and technology. 
It’s more difficult to control human behaviour 
and mitigate error. It is difficult to define 
because error comes in many forms. Typically, 
it involves situations in which certain actions, 
decisions or behaviours threaten business 
security and can seriously threaten the security 
of your sensitive data. 

To mitigate against this threat, Reliance acsn 
has a comprehensive Security Awareness 
programme that enables you to prioritise 
training activities and course content, provides 
bite-sized, on-line training modules which 
are no more than 15 minutes long and 
supports you with a continuous engagement 
programme to 
maximise 
uptake.
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SECURITY 
AWARENESS
TRAINING.
HELPING YOU STRENGTHEN THE 
WEAKEST LINK IN YOUR SECURITY CHAIN

“It takes 20 years to build a reputation and five minutes to ruin it.If you think about that, you’ll do things differently.”

Warren Buffett
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Engaging Senior Leadership 
As an optional extra, Reliance acsn can 
provide an engaging and informative 
classroom security awareness training 
course for your Senior Leadership Team and 
Executives. Using a combination of classroom 
teaching and interactive demonstrations, we 
can help highlight the importance of security 
awareness training as part of an effective 
security program. Buy-in from the top is a key 
ingredient for an effective security awareness 
program.

To ensure you get immediate value from your security awareness programme, we conduct an initial 
3-day assessment to understand and help you build a prioritised training programme with modules 
that will help make an immediate impact in building strong security awareness. 

Design a relevant security awareness 
programme 
To ensure your people engage with the 
programme, we utilise the skills of formally 
trained teachers to design an engaging and 
relevant programme and ensure you get 
incremental and ongoing benefit. 

Implement appropriate training 
modules
Training modules will be rolled out 
automatically on a monthly basis in-line with 
the bespoke roadmap produced from the 

baseline assessment. These modules could 
include: good passwords, email etiquette, 
virus vigilance, phishing fears, identity 
theft, social media, GDPR etc. A full list of 
modules can be provided on request. 

Manage ongoing engagement 
To ensure full engagement, Reliance acsn 
will support the e-learning platform with a 
range of resources in different styles and 
mediums designed to ensure that all staff 
engage with the awareness programme. 

We have a highly skilled and experienced team, with an 
ambitious plan underway to grow significantly in the near future. 

We’ve built strong partnerships with over 80 customers across 
5 continents, helping them to address Digital Transformation 
and Cybersecurity challenges.

Our staff are accredited by all the major security vendors and 
are able to support virtually any technology you have in place 
or you’ve been planning to procure.

ABOUT RELIANCE ACSN: 
We are a Digital and 
Cybersecurity Service provider 
and we believe results come from 
a well-executed and business-
integrated approach stemming 
from the application of our skills 
and expertise, combined with 
threat intelligence and effective 
risk management. 

ACSN was founded in 2003. Reliance acsn was born through 
merger with Reliance Cyber Science in 2016.


